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The archiving of records and materials generated during the course of a non-clinical health or | FEEG AR FER E72 1XBR L MR CTHEC LR E B2 R A7 T 5B ITIGLP

environmental safety study is an important aspect of compliance with the Principles of Good
Laboratory Practice (GLP). The maintenance of the raw data associated with a specific study
and the specimens generated from that study are the only means that can be used to
reconstruct the study, enabling the information produced in the final report to be verified and
the compliance with GLP of a specific study to be confirmed.

The purpose of the guidance contained in this document is to assist in conforming to the
requirements of the OECD Principles of Good Laboratory Practice as they relate to archiving.

This guidance does not supersede any requirement set out in national regulations and/or
legislation, e.g. pertaining to the timeliness of archiving or retention periods.
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2. SCOPE

This document is intended for use by test facilities that are required to operate in compliance
with the Principles of GLP, for organisations that supply support, e.g. contract archives,
contract quality assurance units or IT services and for sponsors, GLP compliance monitoring
authorities and receiving authorities.

Organisations should ensure that they evaluate applicable regulatory requirements against
their business needs. Certain aspects of archive construction and operation may have
implications for compliance with building regulations or legislation regarding public health
and safety. Guidance on these aspects is outside the scope of this document.

Test facilities and other organisations, engaged in archiving GLP records and material, might
benefit from the use of recognised archiving management standards including those
concerning metadata.
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3. DEFINITION OF TERMS

Archive: A designated area or facility (e.g. cabinet, room, building or computerised system)
for the secure storage and retention of records and materials.

Archive Staff: Individuals who work under the supervision of the archivist and who are
responsible for the routine archive operations.

Archivist: An individual designated by test facility or test site management to be
responsible for the management of the archive, i.e. for the operations and procedures for
archiving.

Electronic archives: Facilities and systems provided to maintain electronic records as
required by the Principles of GLP.

Electronic record: All original laboratory records and documentation, including data directly
entered into a computer through an instrument interface, which are the results of original
observations and activities in a study and which are necessary for the reconstruction and
evaluation of the report of that study.

Metadata: Data that describe the attributes of other data. Most commonly these are data that
describe the structure, data elements, inter-relationships and other characteristics of electronic
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records.

Migration: The transfer of electronic records from one format, media or computerised
system to another.

System Owner: The manager, or designee, of the department that is most impacted by, or is
the primary user of, the system.
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4. ROLES & RESPONSIBILITIES

4.1 Sponsor

The sponsor is assumed to play an active role in confirming that all non-clinical health and
environmental safety studies are conducted in compliance with GLP.

The sponsor therefore should ensure that materials and records in support of regulatory
studies are retained and maintained under conditions that ensure their integrity and continued
access. Also if records and materials are transferred into the sponsor’s possession, storage
should be in archives that meet the requirements of the Principles of GLP. The sponsor
should also ensure that such material and records are retained for as long as required by
relevant authorities. The archive and retained materials and records should be available for
inspection during normal office hours. If electronic records are kept, it should be possible to
make them available in human readable form.
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4.2 Test Facility Management

Test facility management is responsible for the provision of archive facilities. Test facility
management is also responsible for the appointment of an individual and, if necessary,
additional archive staff for the operation of the archives. A back-up archivist should also be
appointed to perform the duties of the archivist in the event that the archivist is unable or
unavailable to perform the archivist’s duties. These appointments should be documented.
When appointing the archivist and the back-up archivist, test facility management should
avoid possible conflicts of interest through incompatibilities of functions.

Test facility management should ensure that the records and materials generated in the test
facility that are necessary to reconstruct studies, and the documentation required to
demonstrate the GLP compliance of the test facility, are archived.

Test facility management should ensure that appropriate archiving procedures are established.
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Test facility management should ensure that only selected authorised personnel shall have
access to the archive(s). Access should be controlled and the accessing procedure should be
documented. Security and technical personnel should be granted access only when necessary
(e.g. in case of emergencies) also in a controlled and documented manner.

Test facility management might be expected to inform sponsors on GLP requirements and the
responsibilities of the sponsor regarding archiving where necessary.
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4.3 Archive Contracting Facility

If a sponsor or test facility management uses a contract archive for the storage of records
and/or materials for a GLP study, the contracting parties should ensure compliance with the
relevant sections of the Principles of GLP.
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4.4 Test Site Management
Test site management has the same responsibilities as test facility management with regards
to archive facilities and procedures at their own site.

4.5 Study Director

The Study Director is responsible for ensuring that during or immediately after completion
(including termination) of a study, all study related records and materials are transferred to
the archive(s). The Study Director is responsible for the completeness of the study records
and materials and for assuring that all materials are archived before or at the close of the
study.
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4.6 Principal Investigator 4.6 AR EALH

A Principal Investigator should ensure that records and materials for which he/she is | #BR AL 13, B2 T LR D WITRBROH LI 5T, HHEATE:
responsible are sent to the Study Director, or transferred to an agreed archive location latest | Z 8 FE B2 | AERETH ~ BT 20T E DG BHRF ST~ 8 L7z
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The archivist is responsible for the management, operations and procedures for archiving in | & BHRFHIRR B PREATE (X, SOP KO GLP JRANZHE> TEEHREDE

accordance with established Standard Operating Procedures, and the Principles of GLP.

The archivist should therefore, inter alia,

- ensure that access to the archive is controlled;

- ensure that the orderly storage and retrieval of records and materials is facilitated by a
system of indexing; and
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- ensure that movement of records and materials in and out of the archives is properly
controlled and documented

Where there is a need for several staff to perform archiving duties, staff should work under
the direction and supervision of the designated archivist. It is recognized that in certain
circumstances it may be necessary for the archivist to delegate specific archiving tasks, for
example management of electronic record. Respective tasks, duties and responsibilities have
to be specified and detailed in SOPs.
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4.8 Information Technology (IT) Personnel

IT personnel involved in archiving operations (such as ensuring integrity of electronic
records) should be adequately trained and their activities should conform to GLP
requirements. Since activities pertaining to archiving are the primary responsibility of the
archivist, these IT personnel ideally should work under the direction and supervision of the
archivist. Because it is recognised that such organisational structures are not feasible in
modern companies, the co-operation between the archivist and IT personnel should be
ensured in other ways, for instance in SOPs or written service level agreements.

4.8 1T (Information Technology) &

ERHRE R (B IXE 1 RRek O 5 R MERIEEGS) ITEF 325 1T kA
X, FOCHE I EZITHRETHHL, GLP BRIZHEIL T & THD,
ERHRAE (2B T VG B L0 ORE BHMR AR E B R (B ERH DD
T, 206D 1T BEITE R E R AE OfR, BB T CESHL
TRETHD, ZOIIRABARR P BAFO S CRATRERG A 12X, B
PRAFMERR & BEEATA & 1T BB L O 711 FBE | il 2 1E SOP & B H
EHETRIASNDNETHD,

4.9 Quality Assurance (QA) Personnel

QA personnel are responsible for inspecting all aspects of archiving for compliance with the
Principles of GLP. This includes the inspection of archiving operations and procedures,
including procedures for electronic records, facilities, stored records and materials.
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5. ARCHIVE FACILITIES

The archive facility should be suitably designed and constructed to accommodate the
archived records and materials. This may be one or more buildings, rooms, safes or lockable
cabinets or other locations that provide suitable security. The archive facility should be
physically secure to prevent unauthorised access to the retained records and materials. The
use of locks or electronic entry systems is required. The components that provide storage of
unique electronic records should also be physically secure. The computerised archive facility
should have processes to prevent unauthorised access and virus protection.

The building(s) or room(s) that house the archive should be constructed to withstand the
elements of local weather, etc. Consideration may need to be given to specific local
conditions such as a risk of flooding. The archive design should protect the contents from
untimely deterioration for example by leakage of running water pipes in the archive areas.
The risk of fire and explosion should be minimised. In most circumstances it will be
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necessary that an automated fire and/or smoke detection system be installed. Management
may also consider an automated fire suppression system that minimises the risk of damage. If
there is a risk of flooding, a water detector and/or water drain should be considered.

The archive facility should be designed to prevent the entry of rodent and insect pests. Where
appropriate, pest control procedures should be in place.

Where necessary, back-up electrical power should be provided for all temperature-critical
equipment (e.g., refrigerators and freezers).
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5.1 Archive Conditions

Storage conditions should be designed to preserve and not adversely affect the quality and
integrity of retained records and materials. Special storage conditions may be required to
maintain the integrity of some retained record(s) and material(s) for the specified retention
period(s). For example, it might be appropriate to store wet tissues, blocks and reserve
samples of test items separate from paper and histology slides.

Special storage conditions may be required for particular materials. Examples are materials
required to be stored frozen, refrigerated, desiccated, etc., or free from dust or magnetic
interference in the case of electronic media. The need for special storage conditions should be
defined in relevant test facility Standard Operating Procedures.

If special storage conditions have been defined, environmental monitoring procedures should
be implemented within archive storage areas to confirm that specified conditions of storage
are being achieved.

Where continuous (automated) monitoring systems are used (which may also act as alarms
that are activated in the event that defined conditions are outside specified limits), these
systems should be regularly maintained, tested, and verified, and records thereof retained, as
required by the Principles of GLP.

5.1 ERMRAFME X D IRAFIRAF

B RMT, RAFAE B OME K O 22 fRFF LR B TS0 X
IRIETHNETHDL, FEHIZRRE [P — B ORE RO e 22 R ED
IR D720 B L2 %, Bl AT BEEA, 7 a7 K O E D
RAFY > T IV EFA R OIRERART AR5 BEL TIRAF T2 Z LD Y
TH5),

KRR S N B OREBHTII M ETH A, BlziE BEIRFE. 6
JEARAT TR RAE DML B RE R, HOHWVITE T EAROL AT E X
R TR 52 RN ERRE B GL Y T 5, FFERRIRE R0
SEPE X BENE B % D SOP ICHUE T 5 & Th D,

HURDIZRRE /D ER SN TOD IS RG BT, IRERBIR M DE=
27 (Biti) FNRIFTE ORIF R B RFFSN T D ZE MR T~
BHRF I B W TR IESNDNETH D,

ikt (A8 E=2Y 7 (B S AT DA R E L TOAEA I (F Uy
BRI ERPEAN DRI LG AT EE 52 THI7b D THD
D), VAT DETEMRNILRST ., SRR, BREET A ETHY, GLP JFH|TE R
INDINT, FOVEERFIIRE THIETHD,

5.2 Disaster Recovery

Test facilities and contract archives should have procedures in place to minimise damage to
archived records and materials caused by adverse events. Some of the more common
adverse events to be considered include fire, electrical failure, extreme weather-related
damage, flooding, theft, and sabotage. The procedures may cover protective measures that
may be implemented, as well as the recovery and/or restoration of lost or damaged records
and materials and re-establishment of security. The plan should include useful and emergency
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contacts, the location of necessary equipment, and the records that should be made® (e.g.,
documentation of the event and the steps taken to resolve and/or restore).
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6. SECURITY

6.1 Physical and Operational Security

The archive facility should be both physically and operationally secure to prevent
unauthorised access and changes to or loss of retained records and materials. Test facility
management should ensure security by implementing appropriate measures that should be
described in the test facility’s SOPs.

The security controls necessary to restrict access to electronic records will usually be
different from those applied to other record types. Since many electronic storage media can
be re-used (e.g. overwritten), measures should be implemented to ensure that records cannot
be altered or deleted.
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6.2 Access to the Archive

With normal archive operations, access to the archive should be controlled by and restricted
to the archivist and archive staff. For emergency access (especially during off-hours or for
safety reasons), emergency personnel may enter and/or operate the archive unaccompanied.
Otherwise visitors should be accompanied by the archivist or a member of the archive staff.
The procedures for access to archive storage areas should be documented. The record of
such visits should be retained. For electronic archives the above mentioned restrictions
might not be applicable, but as a minimum deletion or alteration of electronic records in
electronic archives should be avoided. Management might authorise read-only access on
electronic records to a broader community.
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7. ARCHIVING PROCEDURES

7.1 Standard Operating Procedures

The following issues should be addressed in the Archive Standard Operating Procedures,
where applicable:

* Access to the archives

« Definition and description of the archive

« Indexing procedures, including electronic records

» Conditions under which records and materials should be stored

* Procedures for the receipt of records and materials to be archived

* Procedures for accessing, removal and return of records and materials
* Responsibilities of the archivist and archiving staff
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« Security of the archive facility and the records and materials retained
« Climate control

* Retention period

* Disposal of archived records and materials

» Contract archiving services, if applicable

« Transfer to sponsors or third parties, if applicable

* Disaster recovery

» Training requirements for the archivist and archiving staff

* Frequency of archiving non-study specific records

* Periodic refreshing of electronic records
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7.2 Records and Materials to be retained

Records to be retained include paper records, photographs, microfilms or microfiches,
computer media, dictated observations, recorded data from automated instruments, or any
other storage medium containing the data generated in the conduct of a non-clinical health or
environmental safety study.

Materials to be retained include wet tissues, paraffin blocks, specimens, slides, smears, test
materials / retention samples, etc. Records and materials may be study-specific, or relate to
more than one study.
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7.2.1 Study-specific records and materials

These are the records and materials generated during the conduct of a single study in

accordance with the study plan. The Study Director is responsible for ensuring these

records and materials are transferred to the archives latest after study completion. These

records may be inspected for verification of the results reported from a specific study and for

the general assessment of the compliance of the study with Principles of GLP. The following

are examples of study-specific records and materials that should be retained in the archives.

« Study plan, raw data, and the final report of each study

« Other study related documents and communication such as e.g. delivery receipts, phone
notes, faxes etc.

» Samples of test and reference items

* Specimens

- Certificates of Analysis
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7.2.2 Facility records and materials
These are records and materials that are generated by a test facility/site, and may be specific
to one or more studies performed at the facility/site. Such records and materials may be
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inspected for the reconstruction of a study and for the general assessment of the continuing
compliance of a test facility with Principles of GLP. Management should address in an SOP
how and by whom the archiving of these records and materials should be carried out.

The following are examples of facility records and materials that should be retained:

* Records of all inspections performed by the Quality Assurance

» Master Schedules

* Organisational charts

* Floor/site plans

* Records of qualifications, training, experience and job descriptions of personnel

* Records and reports of the maintenance and calibration of apparatus

« Validation documentation for computerised systems

« Historical files of all Standard Operating Procedures

* Environmental monitoring records

» Samples of test and reference items, if used for more than one study

« Certificates of Analysis, if used for more than one study
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7.3 Indexing

The Principles of GLP require that records and materials retained in the archives be indexed
so as to facilitate orderly storage and rapid retrieval. The system of indexing employed
should facilitate the retrieval of all information required to reconstruct a study from both the
study and the facility records.
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7.4 Placement of Records and Materials into the Archives

On completion (including termination) of a study the Study Director is responsible for
ensuring that all study documentation, data and related records and materials are archived in
a timely manner. The Study Director retains responsibility for the integrity of study
documentation, data and related records and materials until they are accepted into the
archive. Test facility management is responsible for maintaining the integrity of the records
and materials once they are transferred to the archives. Test facility management should
ensure that a time period for the transfer of material from the Study Director to the archivist
is defined that is in compliance with national regulatory requirements, where existent.

Prior to transferring records and materials to the archive, the Study Director is responsible for
establishing an inventory to be archived, confirming completeness of records and materials,
and ensuring that these records and materials are transferred in their entirety to the archive.
The archivist or archive personnel should check the completeness of records and materials
upon their arrival by comparison with the inventory list and acknowledge receipt.

Test Facility Management should ensure that non study specific (facility) records such as
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maintenance records, staff training records, organisational charts, etc. are archived on a
regular basis defined by test facility SOP. Procedures for archiving these records and
materials should be similar to those employed for study records and materials.

In multi-site studies, procedures for archiving records and materials generated at individual
test sites should be agreed upon and documented prior to/ or at the initiation of the study.
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The Principal Investigator should notify the Study Director of the transfer of study materials | 78R F=AEH 1%, EEHRIE R ~DO R E LI OBE IOV TRERE
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7.5 Transfers 75 BE

On occasion it may be necessary to transfer archived records and materials from one archive
to another at a different physical location. The archivist transferring the records and
materials, including electronic records, should ensure that there is a documented agreement
and transfer plan between test facility management, management at the receiving facility and
the sponsor before any transfer occurs. The documentation should include details of the
records and materials to be transferred, the contact details/address of the receiving facility,
and the means of transfer between locations.

Records and materials to be transferred should be clearly described in appropriate chain of
custody documentation prepared by the archivist. The transportation of the material, and
associated paperwork, between the two locations should be undertaken in such a way as to
minimise the risk of loss or damage of the records and materials.

The recipient of the transferred records and materials should check that they correspond with
the associated chain of custody documentation, and once accepted, the recipient becomes
responsible for ensuring that anything is maintained and preserved appropriately. All parties
involved in the transfer should retain copies of the chain-of-custody documentation. Transfer
of archived materials between computerised archive systems should be documented and
conducted according to a migration plan.
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7.6 Retention Period

Retention periods should be, and in some countries are, defined by regulatory (receiving)
authorities. The retention period defines the minimal period of time that data must be retained
and must be available for review if the safety studies that support the registration of new
products or marketed products need to be verified. It is strongly recommended that records
and other sustaining material associated with such safety studies be retained for as long as
regulatory authorities might request GLP audits of the respective studies.
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When performing routine test facility inspections that include the carrying out of study
audits, monitoring authorities and/or their inspectors will normally select studies completed
or performed since the previous inspection or, in some countries, the two previous
inspections. If the retention periods have not been defined by an applicable regulatory
authority, it is highly recommended that records and materials should be retained for at least
three inspection cycles so that inspectors can evaluate the compliance of the test facility with
the Principles of GLP. For those studies thafjwill not be submitted to regulatory authorities it
may be acceptable (if justified) to dispose of the study specific records and materials after
this period.

The Principles of GLP state: “a sample for analytical purposes from each batch of test item
should be retained for all studies except short-term studies”. Samples of test and reference
items may however be discarded when the quality of the material no longer permits
evaluation. Obviously the storage conditions should be optimal for these samples. When
samples of test and reference items or specimens are disposed of before the end of the
required retention period, the reason for disposal should be justified and documented.

Perishable specimens, such as blood smears, freeze-dried preparations and wet tissues, may
also be discarded when they can no longer be read or evaluated. For non-perishable
specimens the general guidance will apply.

Electronic media may be discarded when the media itself no longer permits evaluation (due
to hardware or software issues) provided the disposal is authorized, documented, and
electronic records are migrated and any record losses documented.
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7.7 Retrieval

Appropriate procedures should be established for retrieval of archived records and materials.
These procedures should define the circumstances under which they may be removed from
the archive (e.g. for inspection/ regulatory purposes, by sponsor, etc.). The procedures should
also describe in detail who is permitted to withdraw records and materials, who can authorise
removal of records and materials and the timeframe within which records and materials
should be returned to the archives.

Viewing electronic records without the possibility of alteration or deletion of the archived
electronic record or replicating within another computerized system does not constitute
“retrieval” of a record.
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The Principles of GLP require that movement of records and materials in and out of the
archives should be properly recorded. There should be mechanisms in place to enable the
archivist to track the movement of records and materials from and back to the archive and to
identify any records and materials not returned within the specified timeframe. On return to
the archive, the records and materials should be verified by the archivist or a designed
member of the archive staff to be complete and unaltered. Management should be informed
of any discrepancies.

GLP JF AL, EEMRAF L DRE R H LA T DB CE U ZRigkS i
HIEHEFLRL WD, EEMRFIE R & BEELE DN E MR HRE
BIOHUANZBBL, Fl2EE-7=HRNIZ &iﬂéwmxotuitiéﬂ%ﬁ%
ECEXDIIREUN IR AT LEAEET RETHDH, BEMRFEE ~D A
BEi2id, R R 5 ifz%@aﬁz'ﬁé:hﬂ\f;u\:t%ié*Jrf%fﬁm;&ﬁﬁa
E%Lit R4 SN ERMAFE B Y E IV AEINDIRETHD, iE
HEHE A —BOERE BT HRETHD,

7.8 Disposal of Records and Materials

Test facility management’s and, if applicable, the sponsor’s authorisation should be obtained
before the disposal of any archived records and materials. The reasons for disposal should be
recorded. It may be appropriate to inform QA. The disposal of archived records and materials
should be documented.
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8. ARCHIVING ELECTRONIC RECORDS

Requirements for the archiving of electronic records are the same as those for other record
types, but there are additional features, which are addressed below. It is therefore important
that management ensure that appropriate Standard Operating Procedures are established for
the archiving of electronic media in a secure GLP environment.
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8.1 Decision to Retain Records Electronically

The decision to retain records in electronic form has important implications. The long-term
retention of electronic records may influence the choice of storage medium since
deterioration of storage media can lead to permanent loss of records. Computer technology
is developing rapidly and devices capable of reading storage media in common use today
may not be available in the future. Electronic records should be stored in a format that is
readable for the duration of the applicable record retention period.
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8.2 Storage Media

Records may be migrated from a computerised system onto a storage medium, e.g. magnetic
tape, diskette, CD or optical disk that can be placed in a physical archive. Archive procedures
should include the consideration of additional controls for the migration of electronic records
from old to new media of these records. Consideration should be given to future access to the
data or records stored on these media. There may be a need for special storage conditions,
e.g. protection from magnetic fields.
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8.3 Defined Archive Area on a Computerised System

Electronic records may be moved from the production part of a computerised system to a
discrete, secure archive area on the same computer system (physically separated, e.g. file
record systems), or explicitly marked as archived (logically separated, e.g., database record
systems). Records should be “locked” such that they can no longer be altered or deleted
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without detection. Records archived in this way must be under the control of a designated
archivist and be subject to equivalent controls to those applied to other record types.

AL/ X TEIE X W IaicTayy b, —okore
ETREL QWA EmAEZ T - E MRk E P S OFF T
[ZEE OO G THOTWAFNE R IE BT RIE R B0,

8.4 Dedicated Electronic Archive System

Records may be migrated from the computer system that captured or manipulated them into a
separate dedicated electronic archive system. All data associated with the reconstruction of
the study needs to be migrated. This includes, but is not limited to raw data, metadata, audit
trails, e-signatures and associated hardware and software that allow availability of all records
in the future.

Where ideally the archivist should be the system-owner for the electronic archive system, it is
recognised that the electronic archive system is likely to be managed by information
technology (IT) personnel. The archivist, being ultimately responsible for managing the
archive, has an important role in helping to ensure that regulatory requirements are met. Test
facility management should, therefore, take care that the co-operation and co-ordination
between the archivist and information technology personnel is ensured.

These IT staff should follow procedures agreed with the archivist and/or test facility
management.
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8.5 Maintenance and Preservation of Electronic Records

Electronic records are at risk without a preservation process to ensure that these records are
available in the future. Procedures should be in place to ensure that essential information
remains complete and retrievable throughout the specified retention period. If the record
medium requires processing in order to render the retained records into a readable format,
then the continued availability of appropriate equipment should be ensured. If availability
cannot be guaranteed, the possibility of migrating data from one medium to another should
be considered.

If electronic record migration is necessary, the process of migration should be fully
documented, and validated to ensure complete and accurate migration of the original records
before they are lost or destroyed. If it is impossible to migrate the records to new electronic
media it may be necessary to migrate to paper records. Duplication of electronic archives
should be considered as part of an archive preservation plan.
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9. QUALITY ASSURANCE

Archive facilities and processes constitute an important component of a GLP compliant test
facility. These aspects should, therefore, be subject to routine quality assurance (QA)
inspections and audits. When archived records and materials are transferred, the transfer
process should be monitored by the conduct of directed QA inspections.
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10. CONTRACT ARCHIVE SERVICES

The Principles of GLP require that a test facility has an archive to provide secure storage of
records and materials. This will usually consist of archive facilities within the test facility
itself, but the use of contract archive facilities is not precluded. In this situation, the guidance
contained within this document should equally apply to the contract archive facilities.
Contract archive facilities are involved in processes dealing with GLP studies and thus should
be subject to inspections by Quality Assurance Programs, and by Monitoring Authorities, to
assess the compliance with the GLP Principles.

The following factors need to be considered when using contract archive facilities:
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10.1 Contracts and/or Service Level Agreements

There should be a formal agreement that details the level and conditions of service to be
provided by the contract archive facility. This agreement should cover the description of the
records and materials to be archived, the transportation of records and materials to the
archive, chain of custody, access to stored records and materials by the contract archive,
services provided (e.g. regular check of containers for wet tissues), safety, storage conditions,
duration of storage, method of retrieval/access and method of return/disposal, QA activities
and responsibilities, and other considerations as addressed in this document. The contract
archive organisation should follow relevant SOPs, either their own, or, in their absence, those
provided by test facility management. This should be specified in the agreement.
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10.2 Access Arrangements

Procedures should define how, and when, stored records and/or materials can be accessed by
the depositor of the records and/or materials. Any such access should be approved and
documented.
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10.3 Conditions of Storage

The conditions of storage and the procedures followed by the contract archive facility should
be the same standard as those expected of a test facility archive which is operated in
compliance with the Principles of GLP. This will include the appointment of a suitably
qualified archivist, written and approved SOPs describing archiving related activities and the
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provision of suitable storage areas to prevent deterioration or loss of stored records and
materials.

DRE B OFHA T KaBh < Tesd DO R E G DR EZ2 5 T Th
%50

10.4 Inspections

Periodically the contract archive facility should be inspected by Quality Assurance from or
on behalf of the test facility or the sponsor, where applicable, to ensure that the conditions of
the service level agreement are being met and that the systems and procedures operated by
the contract archive facility comply with their SOPs and the Principles of GLP.
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11. CLOSURE OF AN ARCHIVE

11.1 Principle

The OECD Principles of Good Laboratory Practice (in Section 10.4) state: If a test facility or
an archive contracting facility goes out of business and has no legal successor, the archive
should be transferred to the archives of the sponsor(s) of the study(s)”.
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11.2 Measures to be Taken
If a test facility or test site no longer intends to operate the archive in compliance with the
Principles of GLP or goes out of business, the following measures have to be taken:

*The applicable national GLP compliance monitoring authority should be informed in a
timely manner by the test facility.

« Test facility management should ensure that sponsors are informed as soon as possible once
a decision is made to close the archive or if the facility goes out of business. Sponsors
should ensure that all study-related records and materials are transferred to an alternate GLP
compliant archive and retained for the period specified by the appropriate authorities.

« For non study specific (facility) records or records which relate to studies of more than one
sponsor and that should be retained according to the Principles of GLP, test facility
management should agree with the sponsors on how to ensure that these records and
materials are archived in a GLP compliant archive after the closure of the test facility or
archive for the period specified by the appropriate authorities. Access of the sponsors to
these study- related records and materials should be agreed upon and documented.
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11.3 Inspections by Monitoring Authorities

After the transfer to a new archive facility has taken place the GLP monitoring authority will
normally inspect the new archive. In case records or materials are transferred to facilities
located in another country, the GLP monitoring authority in that country should also be
informed.
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