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Introduction
Since a Data Integrity Guidance for GMP (MHRA GMP Data Integrity
Definitions and Guidance for Industry March 2015) was issued by the
Medicines & Healthcare Products Regulatory Agency (MHRA), UK in March
2015, several related guidance documents have been issued. In March 2018,
Data Integrity Guidance for GXP, including GLP (‘GXP’ Data Integrity
Guidance and Definitions), was issued by MHRA. Considering the possibility
that similar guidance will be issued by the OECD in the near future, we
analyzed the gaps between the MHRA’s guidance and the current situation of
Japanese GLP-compliant facilities. As a result, we identified gaps that could
have a significant impact on domestic facilities, particularly in the
requirements regarding the following three points: governance systems,
computerized systems, and blank formats.

General overview
Assuming that GLP Data Integrity Guidance will be
issued by the OECD in the near future, we analyzed
the gaps between the MHRA’s Data Integrity
Guidance and the current situation of Japanese
GLP-compliant facilities. Gaps that could have a
major impact on domestic facilities were seen in the
requirements of “governance system,”
“computerized system” and “blank formats.”
Regarding the gap for the governance system, it
was thought that the impact could be mitigated by
investigating the situation of the GLP organization of
each facility and responding flexibly. On the other
hand, it is assumed that high costs and a large
amount of tasks will be incurred to fully address the
gaps for the requirements of “computerized system”
and “blank formats.” At this time, it is unclear when
the GLP Data Integrity Guidance by OECD will be
issued, but in the next few years, it will be
necessary to establish a policy of data integrity for
each facility while deepening the understanding of
the principles of data integrity.

History of Data Integrity Guidance

Future countermeasures for DI

In Japan, the GLP organization has been required to 
be managed separately from the company 
organization, but MHRA’s guidance required that the 
senior management in the company organization be 
involved in the data governance. Therefore, many of 
the GLP facilities in Japan are not currently in a 
situation that meets the requirement of this guidance. 
However, if the test facility management (TFM) is 
regarded as the management who can manage 
resources for data governance (budget, tasks, etc.), 
the governance system required by the guidance can 
be completed within the GLP organization (Case 1 
and Case 2). If not, we believe that the facilities may 
enable their GLP organizations to respond to the 
requirement of the DI guidance by establishing a 
reporting system on the data governance from the 
TFM to the management (Case 3).

Many facilities output dynamically collected electronic 
data to paper and define it as raw data. In the future, 
it is necessary to aim to define dynamic data as raw 
data. However, in order to define dynamic data 
(electronic data) as raw data, enormous costs such as 
“change of process,” “purchase of equipment,” and 
“purchase of access rights” are incurred. For this 
reason, we show practical measures, such as hybrid 
operations, focusing on access rights management and 
audit trail. Eventually, it will be important to assess the 
risks of devices and systems that do not meet data 
integrity requirements, prioritize countermeasures, 
and proceed with dynamic data management in a 
medium-term plan.

Management of blank format may include "stamping, 
punching, signatures, etc. by administrative 
departments," "book format," and "complete 
digitization of records by computerized system.“ There 
are various obstacles for these management 
approaches, but in the future some measures to 
prevent tampering should be considered. It would be 
ideal to digitize the records completely with a 
computerized system. However, since the situation of 
the blank format varies depending on the facility, it is 
necessary to consider the methods appropriate for 
each.

Gaps for MHRA’s ‘GXP” Data Integrity Guidance
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